**Способы безопасного совершения платежей в интернете**

 Для того, чтобы безопасно совершать платежи в информационно – коммуникационной сети «Интернет», необходимо:

 - использовать на устройстве антивирусную программу с активной защитой онлайн-платежей;

 - совершать оплату только посредством использования защищенных соединений: защищенное или зашифрованное подключение можно распознать по значку в виде замочка в начале адресной строки браузера и префиксу [https://](https://epp.genproc.gov.ru/web/proc_16/activity/legal-education/explain?item=93509894) (не просто «http», а с буквой «s» на конце) перед адресом сайта;

 - завершать сеанс в интернет-банке перед тем, как закрыть вкладку браузера;

 - не проводить финансовые операции с общественного Wi-Fi в кафе, транспорте или гостиницах;

 - отключить функцию сохранения данных о своей банковской карте в браузере.

 Необходимые действия в случае совершения в отношении граждан мошеннических действий:

 1)      обратиться к оператору и сообщить о мошеннических действиях.  Через сотрудника банковской организации заявить о приостановлении транзакции. Банк, в свою очередь должен заблокировать это действие на определенный период времени (на время проверки);

 2)      взять в банке письменную распечатку о движении денежных средств по счету, с указанием даты, времени снятия денежных средств и номер счета, на который они переведены;

 3) обратиться в полицию с заявлением о преступлении и предоставить копию распечатки с банка о движении денежных средств по счету.
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